 SEQ CHAPTER \h \r 1Breach Notification Log
This office logs all breaches of unsecured personal health information and submits all breaches to the Secretary of Health and Human Services, as required by law.

	Date of Breach
	Date Discovered
	Location of Info 

(laptop, desktop, network server, e-mail, paper, backup device)
	Description of Breach

(theft, loss, improper disposal of info, unauth. access or disclosure, hacking, unknown
	Type of Info

(financial=F

clinical=C

medical history=MH

other=O
	# Patients
	Notification Dates
(patients=P, media=M, HHS=H)
	Actions Taken 
(notice given and actions taken to prevent future similar issues)
	Protective Measures Prior to Breach 

(firewalls, physical security, anti-viral software, intrusion detection,  authentification requirements, encrypted wireless)
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